# 薮猫科技安全测试授权书

## 申请缘由

**xxxxxx有限公司**单位授权 **杭州薮猫科技有限公司**（以下简称薮猫科技）进行安全测试工作，薮猫科技需要对贵单位\_互联网\_系统（应用）采用技术手段进行安全测试，以充分了解业务系统主机/网络设备/应用的安全现状，并为后期安全加固及风险应对规划提供基础数据。

为此，需要贵单位授权，并调配相关人员配合实施。

## 工作内容

主要工作内容包括：

对系统内的已统计资产对象（包括主机、数据库和网络设备等）进行：

|  |  |  |  |
| --- | --- | --- | --- |
| □ 漏洞扫描 | □ 配置检查 | □ 渗透测试 | □ APP测试 |

(本次涉及的工作内容请勾选 ☑ ，本次不涉及的工作内容请勾选 ☒)

## 工作流程

|  |  |
| --- | --- |
| **资产对象** |  |
| **实施工程师** |  |
| 实施时间 | 年 月 日 至 年 月 日 |
| 所需协助 |  |
| 注意事项 |  |
| 备注 |  |

## 风险控制

在安全测试工作中乙方提供渗透测试服务，双方一致同意遵守下列风险条款：

1. 安全测试会涉及到甲方的敏感信息，乙方在实施前应与甲方签署保密协议，对于甲方系统的实施结果，乙方有保密的义务，未经甲方书面授权，乙方不得向第三方透露。
2. 乙方向甲方告知安全测试所可能引发的安全风险，并经双方确认。
3. 乙方严格按照双方确认的技术方案完成本次工作。
4. 乙方应在甲方指定的时间实施安全测试，每次只对指定的范围进行测试，乙方在安全测试开始前，应先通知甲方做好准备。
5. 乙方在安全测试完毕后，提交相应的报告。
6. 乙方实施人员应具备良好的职业道德和操守，应严格对结果保密。
7. 甲方应在安全测试过程中，做好系统监控、数据备份与恢复措施，及时应对突发事件。对于乙方已经告知的风险引发的系统异常，乙方可不承担责任。

## 签字确认

甲方：科技有限公司 （盖章）

授权代表： （签名）

日期：

乙方：杭州薮猫科技有限公司 （盖章）

授权代表： （签名）

日期：