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# **闪捷数据库运维安全管理系统购买指导说明书**

## 说明

数据库运维安全管理系统，是一款基于数据库协议分析并对数据访问行为进行控制的数据安全产品，对数据库的违规访问和攻击行为进行发现和过滤，提升整体安全防护能力。产品可通过对数据库运维人员操作行为进行安全管控。通过多因素认证、权限管控、操作审批、动态脱敏、本地化防护、误删恢复等技术，可实现对于运维人员的最小化权限控制、危险操作阻断以及行为审计。

## 操作步骤

1. 在市场搜索闪捷数据库运维安全管理系统软件镜像，选择对应的规格和推荐配置，确认购买方式按月或按年进行购买
2. 在自定义购买界面添加一块数据不小于200G的数据盘。



1. 自定义购买界面配置安全组规则，入方向规则中添加TCP 18443以及9000至10000端口范围规则。





1. 设置root用户和密码



1. 确认购买的配置无误后，点击立即购买。



1. 购买后在主机控制台使用控制台提供的VNC方式登录云主机后台，检查数据盘大小，数据盘用于存储数据库运维安全管理系统数据，

确认在云主机后台使用lsblk命令能看到新增的这块新增的大容量数据盘



1. 在控制台，复制云主机的弹性公网 IP 地址，打开浏览器，输入 **https:// 弹性公网 IP 地址 :18443**，进入WEB 界面





点击”下载授权码”，下载授权码。



## 授权许可说明

购买完成后，闪捷数据库运维安全管理系统实例会自动运行，需要购买许可方可使用。

license 购买流程（购买前如有疑问请咨询客服 [客服电话：4008118806]）：

1. 根据您单位情况，选择合适的最大资产数，并购买支付；
2. 支付成功后联系客服核对信息，验证支付；
3. 登录闪捷数据库运维安全管理系统的web管理界面，点击“下载机器码”按钮，会自动下载授权码；
4. 在交付中心提交需求，上传授权码；
5. 服务商在交付中心提供授权文件，进行下载；
6. 在数据库运维安全管理系统的web管理界面，点击“导入授权文件”按钮，上传授权文件；
7. 导入成功后可以看到相应的授权注册信息，请核实，如果有问题请联系客服；

\*\*注意\*\*：购买许可前，请先购买数据库运维安全管理系统软件镜像。

# **关于SSH登录闪捷数据库运维安全管理系统后台的补充说明**

## 说明

由于闪捷数据库运维安全管理系统安全策略SSH服务设置了root用户不能直接SSH登录，必须需要先创建普通用户登录SSH后再su切成root用户

## 操作方法

1、登录云服务器控制台, 使用控制台提供的VNC方式登录。

登录服务器控制台，在弹性云服务器界面选择对应的云主机，点击远程登录

使用控制台提供的VNC方式登录







2、使用SSH登录工具例如MobaXterm通过adg用户登录云主机的SSH后台。



1. 登录成功后，使用su命令切换成sudo su - root用户

